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1.
INTRODUCTION

1.1
This Appendix is an integral part of the Attachment 271 Local Switching and 271LS Transport (“Attachment”) between AT&T-12STATE and CARRIER (also referred to as “Customer”), and sets forth the terms and conditions for storage and administration of data in the Line Information Data Base (LIDB) and/or the CNAM Database provided by the applicable AT&T-12STATE ILEC in conjunction only with 271LS purchased by Customer.  This Appendix expressly does not apply to any LIDB or CNAM storage and/or administration for any method of Customer provisioning local exchange or other service except for 271LS, or for any other LIDB or CNAM storage or administration for Customer or any entity acting on behalf of, or through any relationship with, Customer.

1.2
AT&T MIDWEST REGION 5-STATE and AT&T NEVADA do not own a LIDB.  Additionally, AT&T NEVADA does not own a CNAM Database.  Each of these companies obtain their LIDB and/or CNAM Database services as follows:

1.2.1
AT&T MIDWEST REGION 5-STATE stores and administers its LIDB information on SNET DG's LIDB.  AT&T MIDWEST REGION 5-STATE stores and administers its CNAM information both on its CNAM Database and on SNET DG's LIDB.

1.2.2
AT&T NEVADA stores and administers its LIDB and CNAM information on AT&T CALIFORNIA's LIDB.

1.3
Both AT&T CALIFORNIA and SNET DG also provide LIDB and/or CNAM data storage and administration for LIDB and/or CNAM information for other carriers not a party to the Agreement.  

1.4
At the time the Agreement is executed, AT&T SOUTHWEST REGION 5-STATE and AT&T CALIFORNIA are consolidating their respective LIDB operations (including without limitation LIDB and CNAM information) onto SNET DG’s LIDB.  When this consolidation is finished, SNET DG will operationally perform the LIDB operations for AT&T SOUTHWEST REGION 5-STATE and AT&T CALIFORNIA, and AT&T SOUTHWEST REGION 5-STATE and AT&T CALIFORNIA will store and Administer their LIDB and CNAM information on SNET DG’s LIDB. 
1.5
Data storage and administration on SNET DG's LIDB for Validation Information and CNAM information for 271LSs will be pursuant to the Agreement, including without limitation this Appendix.  Data storage and administration for GetData, Originating Line Number Screening (OLNS), and LIDB Data Screening in AT&T MIDWEST REGION 5-STATE will be pursuant to an agreement between Customer and SNET DG.  Additionally, Customer can obtain the full suite of LIDB and/or CNAM data storage and administration capabilities through a single agreement with SNET DG.

1.6
AT&T-11STATE means AT&T SOUTHWEST REGION 5-STATE, AT&T MIDWEST REGION 5-STATE and AT&T CALIFORNIA the applicable AT&T-owned ILEC(s) doing business in Arkansas, California, Illinois, Indiana, Kansas, Michigan, Missouri, Ohio, Oklahoma, Texas and Wisconsin.

1.7
AT&T MIDWEST REGION 5-STATE means Illinois Bell Telephone Company d/b/a AT&T Illinois, Indiana Bell Telephone Company Incorporated d/b/a AT&T Indiana, Michigan Bell Telephone Company d/b/a AT&T Michigan, The Ohio Bell Telephone Company d/b/a AT&T Ohio, and/or Wisconsin Bell, Inc. d/b/a AT&T Wisconsin.

1.8
AT&T SOUTHWEST REGION 5-STATE - As used herein, AT&T SOUTHWEST REGION 5-STATE means Southwestern Bell Telephone, L.P. d/b/a AT&T Arkansas, AT&T Kansas, AT&T Missouri, AT&T Oklahoma and/or AT&T Texas
1.9
SNET DG - As used herein, SNET DG means SNET Diversified Group, Inc., a Connecticut corporation.

1.10
Any use of the possessive in the Agreement or this Appendix as applied to AT&T SOUTHWEST REGION 5-STATE, AT&T CALIFORNIA, AT&T MIDWEST REGION 5-STATE and AT&T NEVADA will not indicate ownership but shall, as of the consolidation of their respective LIDB operations to SNET DG,  indicate the relationship described in Sections 1.2  and 1.4.
2.
DEFINITIONS

2.1
“Account Owner” means a telecommunications carrier, including AT&T-12STATE and Customer, that provides an end user’s local service and such carrier stores and/or administers the end user’s associated line record information and/or Group Record Information in a Party’s LIDB and/or Calling Name Database.
2.2
“Administer” or “Administration” means, for the purpose of this Appendix, the ability of an Account Owner to create, modify, update, or delete its line record information in LIDB through interfaces agreed to between the Parties.

2.3
“Alternate Billing Service” (“ABS”) means a service that allows a caller to bill calls to an account that might not be associated with the originating line.  The three types of ABS calls are collect, calling card, and billed to a third party.

2.4
“Assignment Authority” means a nine- to thirty-digit code-set that identifies an authorization hierarchy (also known as an object identifier).  The format of the nine-digit code set is A-B-CCCC-DDD where “A” represents an international standards body, “B” represents a national standards body, “CCCC” represents a network operator, and “DDD” represents a local assignment.  For code-sets from ten to thirty digits, the “DDD” section of the code is expanded to include the extra digits.  An Assignment Authority plus a Custom ID comprise the unique identifier of a LIDB Custom Data Element.
2.5
Billed Number Screening (BNS) Query" means a request to validate a request to bill a call collect to the called party or to a third number that is neither the calling nor the called party.
2.6
"Calling Card Query" means a request to validate the use of a calling card account.
2.7
“Calling Name Database” and/or “CNAM Database” means an AT&T MIDWEST REGION 5-STATE's Database containing Calling Name information that is separate from a LIDB.
2.8
“Calling Name Information” and/or “CNAM Information” means a telecommunications carrier’s records of its subscriber’s names associated with one or more end user-assigned ten-digit telephone numbers.
2.9
“Custom Data Element” means a Data Element that applies to a specific LIDB or to a specific Account Owner on a specific LIDB.  Custom Data Elements do not have a Transaction Capabilities Application Part (TCAP) ID.  Instead, they have a unique combination of Assignment Authority and Custom ID.  Custom Data Elements are not defined by Telcordia Technologies’ Generic Requirements.  Validation, Originating Line Number Screening (OLNS), and CNAM Queries cannot retrieve custom Data Elements.
2.10
“Custom ID” means a unique two- to five-digit code-set assigned by a LIDB owner to each Custom Data Element stored in a LIDB.  A Custom ID plus an Assignment Authority comprise the unique identifier of a LIDB Custom Data Element.
2.11
“Data Element” means a line record informational component that has a unique identifier.  Data Elements are identified either as Custom Data Elements or as Standard Data Elements depending on the type of unique identifier.
2.12
“Data Screening” (or “LIDB Data Screening”) means a security capability administered by a LIDB owner that gives LIDB the ability to allow, deny, or limit the information returned to a Query-originator.
2.13
“Database” (or “Data Base”) means an integrated collection of related data.  In the case of LIDB, the database is the line number and related line information as well as the service logic that provides the transactional processing capability.
2.14
“GetData” means the capability of a LIDB owner to process and respond to GetData Queries as well as to create Custom Data Elements and Standard Data Elements accessible via GetData Query processing logic.
2.15
“GetData Query” means a specific LIDB Query-type transmitted over the CCS/SS7 network that allows a Query-originator to invoke LIDB GetData query processing logic and thereby extract data from LIDB.
2.16
“Level 1 Data Screening” means a security capability administered by a LIDB owner that gives LIDB the ability to allow, deny, or limit the information it returns to a Query-originator on a per Data Element, per Query-Type, and per LIDB basis.
2.17
“Level 2 Data Screening” means a security capability that is Administered by a LIDB owner at the direction or request of an Account Owner or Query Originator.  This capability gives LIDB the ability to allow, deny, or limit the information it returns to a Query-originator on a per Data Element, per Query-Type, per Account Owner, and per LIDB basis.
2.18
“Local Service Request Process” or “LSR Process”  means a process available to telecommunications carriers that use AT&T-11STATE local switching to provide local service, which process is not compatible with electronic interfaces for the purposes of data storage and administration of information on a LIDB and/or CNAM Database.

2.19
“Originating Line Number Screening” (“OLNS”) means a specific LIDB Query-type that requests the originating call processing, billing, and service profiles of an telephone number.
2.20
“Response” means a message that, when appropriately interpreted, represents an answer to a Query.
2.21
“Standard Data Element” means a data element in LIDB that has a unique Transaction Capabilities Application Part (TCAP) ID and is defined in Telcordia Technologies’ Generic Requirements documentation.
2.22
“Validation Information” means an Account Owner’s records of all of its Calling Card Service and Toll Billing Exception Service.
2.23
"Validation Query" means collectively both Calling Card Query and Billed Number Screening (BNS) Query.
3.
GENERAL DESCRIPTION

3.1 The Line Information Data Base (LIDB) and CNAM Database are transaction-oriented databases that function as a centralized repository for data storage and retrieval.  LIDB and CNAM Database are accessible through Common Channel Signaling (CCS) networks.  LIDB contains records associated with customer telephone numbers and Special Billing Numbers (which includes CNAM data).  CNAM Database contains name information associated with end user telephone numbers.  LIDB and CNAM Databases accept Queries from various network facilities and provide return result, return error, and return reject Responses as appropriate.  In AT&T SOUTHWEST REGION 5-STATE, AT&T CALIFORNIA and AT&T NEVADA, LIDB and CNAM are not separated; instead, CNAM information is contained in LIDB.  AT&T MIDWEST REGION 5-STATE's CNAM information also resides on the LIDB used by AT&T MIDWEST REGION 5-STATE; however, CNAM Queries are currently processed in the AT&T MIDWEST REGION 5-STATE's CNAM Database.
3.2 All CNAM Information is currently administered through a LIDB SMS.

3.3 AT&T-11STATE’s LIDB is connected directly to a Service Management System (SMS) and a database editor (i.e., LIDB Editor) that provide AT&T-11STATE with the capability of creating, modifying, changing, or deleting, line record in LIDB.  AT&T-11STATE’s LIDB is also connected directly to an adjunct fraud monitoring system.

3.4 From time-to-time, AT&T-11STATE enhances its LIDB to create new services and/or LIDB capabilities.  Such enhancements may involve the creation of new line-level or group-level Data Elements in LIDB. Both Parties understand and agree that some LIDB enhancements will require Customer to update its line records with new or different information.  When LIDB is enhanced to contain new data elements, the Parties will mutually agree to a timeframe, which will generally not exceed six (6) months, for Customer to begin populating and maintaining the new data in LIDB.  Nothing herein shall require AT&T-11STATE to make any enhancements to its LIDB except at its sole discretion.

3.5 Customer will submit all requests to create, modify, and delete, line records in LIDB and/or CNAM Database through the interfaces described in Section 4 as appropriate.  AT&T-11STATE will not accept, and Customer will not send, manual update requests for data Administration (e.g., faxes and emails).

4.
DATA STORAGE AND ADMINISTRATION PROVISIONING

4.1
LIDB and CNAM Service Management System (SMS) provides customer with the ability to store and Administer its information in a LIDB and/or CNAM Database.  Electronic access to the LIDB SMS provides Customer with the capability to access and Administer Customer's line record information in LIDB.

4.2
Customer cannot use any of the interfaces AT&T-11STATE provides under this Agreement (including without limitation this Appendix) to access and/or Administer any line records that are Administered by another Account Owner or entity.  Customer is also unable to use any of the electronic interfaces to access and/or Administer any data for which Customer may be the Account Owner but for which Customer Administers such data through the LSR Process.

4.3
All Account Owners are solely responsible for Administering their records completely, accurately, and in a timely manner, including additions, changes, and deletions.  AT&T-11STATE will provide interfaces or processes that will allow Customer to Administer its data in such a manner.  Customer will select the interface(s) it will use at the Operating Company Number (OCN) level.  Customer will populate records for all working telephone numbers it provides and will Administer its data in such a manner that the accuracy of Response information and consistency of available data contained in the Database(s) are not adversely impacted.  All data (irrespective of the Database in which it is stored) is Administered from a LIDB Service Management System (SMS).  
4.4
Electronic Interfaces - AT&T-11STATE has two electronic interfaces.  These interfaces are the Service Order Entry Interface and the Interactive Interface.  The Parties agree that Customer may use the electronic interface(s) to Administer any line record Customer maintains in AT&T-11STATE's LIDB and/or CNAM Database that is also Administered through the same type of interface (provided, however that the use of the LIDB and/or CNAM Database pursuant to this Appendix is limited to 271LS only).

4.4.1
These interfaces and their capabilities are not compatible with, nor can they be used in conjunction with, the LSR Process described in this Section 4 (below).

4.4.2
Service Order Entry Interface
4.4.2.1
The Service Order Entry Interface allows Customer to provide bulk updates from its service order process or other data source (such as back office systems) to the LIDB SMS.  Such bulk updates must be formatted as set forth in relevant AT&T-11STATE documentation which AT&T-11STATE will provide to Customer at no additional charge.  Customer can combine the use of the Service Order Entry Interface with the Interactive Interface.

4.4.2.2
AT&T CALIFORNIA and AT&T MIDWEST REGION 5-STATE will provide the interface within one hundred eighty days (180) from Customer’s request unless otherwise offered earlier.

4.4.3
Interactive Interface

4.4.3.1
The Interactive Interface provides Customer with the ability to have its own personnel access Customer’s records via an application screen that is presented on a computer monitor.  This interface requires Customer to purchase third-party terminal emulation software.  AT&T-11STATE will provide documentation for the use of this interface at no additional charge.  Customer can combine the use of the Interactive Interface with the Service Order Entry Interface.

4.4.3.2
AT&T CALIFORNIA and AT&T MIDWEST REGION 5-STATE  will provide Customer with an Interactive Interface within one hundred twenty days (120) upon request unless otherwise offered earlier.

4.4.4
LSR Process

4.4.4.1
The LSR Process is an optional process available only to Customer and only for those Customer’s accounts that:

4.4.4.1.1
are provided through the use of 271LS.

4.4.4.1.2
use a separate operating company number (OCN) than provided through an arrangement that does not use an AT&T-12STATE provided local switching network element.

4.4.4.1.3
are not resold by End User and/or Customer to another party.

4.4.4.1.4
The LSR Process allows Customer to create and Administer its data through an AT&T-12STATE service order flow and is initiated and maintained by Customer’s submission of Local Service Requests.

4.4.4.2
Customer will provide complete information in its LSR so that Customer’s line record(s) can be populated completely, accurately, and in a timely manner.  If Customer’s LSR does not contain information needed to populate a LIDB data element, the LIDB SMS may insert default information instead.  However, use of default information does not relieve Customer of its responsibility for providing complete, accurate, and timely information.  Customer will use  its best efforts to replace all default information with correct information in a timely manner and Customer will bear sole responsibility for any claim or damage resulting from the use of any default information by third parties who obtained the information from the database except in the event of AT&T-11STATE’s gross negligence or willful misconduct.  
4.4.4.3
If Customer wishes to create a Custom Data Element(s) Administered through the LSR Process, Customer would need to request changes to the LSR process by requesting negotiations of an amendment to the Agreement and/or this Appendix for the ability to support the creation and administration of such Custom Data Element(s).  Nothing in the Agreement (including without limitation this Appendix) obligates or otherwise commits AT&T-12STATE to agree to negotiate for any such Custom Data Element(s), or to reach any agreement on any such requested Custom Data Element(s).  The Parties agree that any dispute over Customer’s request and/or any ensuing negotiations shall only be subject to those dispute resolution processes provided for in the Agreement that solely involve Customer and AT&T-12STATE personnel and representatives.  Each Party hereby waives and otherwise surrenders any right or ability, at law, equity, or otherwise, to pursue any negotiation request/negotiation dispute or unresolved issues regarding such requested Custom Data Element(s) before any appropriate court, any federal or state regulatory agency, or any other governmental body.  To the extent that the Parties may mutually agree on Custom Data Element(s), Customer will champion any requested LSR changes through the all applicable forums and/or committees (including, as may be applicable, any change management processes), and Customer will include in the design phase of these changes what actions the SMS should take if Customer omits its Custom Data Element(s) from the LSR.  
4.5
Data Migration
4.5.1
Customer will coordinate all requests to migrate data to or from AT&T-11STATE’s LIDB and/or CNAM Database with its new Database provider.  When AT&T-11STATE is the new Database provider, AT&T-11STATE will coordinate with Customer to establish all dates for the exchange of line record information as well as updates to network routing information such as the Calling Name Access Routing Guide (CNARG) and the LIDB Access Routing Guide (LARG).  Customer is responsible for all updates to the Number Portability Administration Center (NPAC) that will support its data migration.  Customer is responsible for deleting, or arranging for the deletion, of its records in the Database of its old Database provider.

4.6
LIDB Editor
4.6.1
AT&T-11STATE will provide Customer with contact of personnel who can access the LIDB Editor when a LIDB SMS is unable to access LIDB or is otherwise inoperable for the sole purpose of updating Validation Information due to fraud.  Customer will confirm all such updates through its selected interfaces.

4.7
Audits
4.7.1
AT&T-11STATE will audit all records in the Database against the LIDB SMS on a regular basis.  AT&T-11STATE will also audit all applicable line records in the SMS against the appropriate AT&T-12STATE billing system on a regular basis.  Line records subject to an audit between the SMS and the AT&T-12STATE billing system include all records Administered through an AT&T-12STATE service order process, including the LSR Process Customer may have obtained through another agreement.

4.7.2
Once yearly, Customer will request a file containing all of its line record information which Customer will audit against its own sources and Customer will correct any discrepancies within fifteen (15) business days of receiving the audit file.  Customer can request additional audit files and AT&T-11STATE will work cooperatively to accommodate all reasonable Customer requests for such files.

4.7.3
Data Screening Verification

4.7.3.1
AT&T-11STATE will accept Customer requests for verification of Customer's Level 2 Data Screening requests only from Customer’s authorized source, as identified through passwords or other authorization process(es) designated by AT&T-11STATE which the Parties agree AT&T-11STATE may change from time to time.

4.8
Fraud Monitoring
4.8.1
AT&T-11STATE’s fraud monitoring system(s) provides Customer with notification messages.  Notification messages indicate potential incidences of ABS-related fraud for investigation.  AT&T-11STATE will provide Customer with notification messages as follows:

4.8.1.1
AT&T-11STATE will provide notification messages to Customer’s designated contact on suspected occurrences of ABS-related fraud on Customer's accounts stored in the applicable LIDB.

4.8.1.2
Customer understands that the fraud monitoring system's notification messages only identify potential occurrences of fraud.  Customer understands and agrees that it will need to perform its own investigations to determine whether a fraud situation actually exists.  Customer understands and agrees that it will also need to determine what, if any, action Customer should take as a result of a notification message.

4.8.1.3
For each notification message provided to Customer, Customer may request a corresponding thirty-day (30-day) historical report of ABS-related query processing.  Customer may request up to three reports per notification message.

4.8.2
In AT&T-11STATE, ABS-related notification messages are provided to Customer at no additional charge.

4.8.3
AT&T-12STATE shall not be liable to Customer for any fraud associated with Customer's 271LS End User’s account.

4.9
The Parties agree to cooperate with one another to investigate, minimize, and take corrective action in cases of fraud involving ABS and ported numbers.  The Parties' fraud minimization procedures are to be cost-effective and implemented so as not to unduly burden or harm one Party as compared to the other.

4.10
LIDB Data Screening
4.10.1
LIDB Data Screening is a security application that provides Customer with the capability of allowing, denying, or limiting a Query originator’s access to Customer’s data that is stored on AT&T-11STATE’s LIDB(s).  Customer can apply such security application on a per-Originating Point Code, per-Query type, per-Data Element, and per-LIDB basis.

4.10.2
The ability to allow limit, or deny Query originators to Customer’s data provides Customer with the ability to use LIDB to create proprietary or custom services such as proprietary calling cards or other services based upon LIDB data.

4.10.3
AT&T-11STATE will not share with Customer the Level 2 Data Screening decisions of any other Account Owner in LIDB.  However, AT&T-11STATE will work cooperatively with Customer to implement and manage Customer’s own Data Screening needs.

5.
MANNER OF PROVISIONING

5.1
AT&T-11STATE will input information provided by Customer into LIDB and/or CNAM Database for the NPA-NXXs and/or NXX-0/1XXs that Customer will store in AT&T-11STATE’s LIDB and/or CNAM Database.  Customer shall provide all information needed by AT&T-11STATE to fully and accurately populate all Standard Data Elements in a LIDB line record.  This information may include, but is not limited to, Calling Card Service information, Toll Bill Exception information (such as restrictions on collect and third number billing), class of service information, Originating Line Number Screening information, ZIP code information, and Calling Name Information.

5.2
Forecasts

5.2.1
Customer will provide forecasts at least thirty (30) days in advance of any event(s) that is likely to result in significant change in Customer’s data store and/or volume of Database updates.

5.2.2
If AT&T-11STATE, at its sole discretion, determines that it lacks adequate storage and/or processing capability, prior to the initial loading of Customer information, AT&T-11STATE will notify Customer of AT&T-11STATE’s inability to provide data storage and administration until such time as AT&T-11STATE gains adequate SMS and/or LIDB data storage and Administration and/or processing capability.  Customer will need to request such additional data storage and Administration and/or processing capability by requesting negotiations of an amendment to the Agreement and/or this Appendix, and AT&T-11STATE will have no liability to Customer while AT&T-11STATE gains such requested data storage and administration and/or processing capability.  Nothing in the Agreement (including without limitation this Appendix) obligates or otherwise commits AT&T-12STATE to agree to negotiate for such requested data storage and Administration and/or processing capability, or to reach any agreement on such an amendment to provide such storage and Administration and/or capability.  The Parties agree that any dispute over Customer’s request and/or any ensuing negotiations shall only be subject to those dispute resolution processes provided for in the Agreement that solely involve Customer and AT&T-12STATE personnel and representatives.  Each Party hereby waives and otherwise surrenders any right or ability, at law, equity, or otherwise, to pursue any negotiation request/negotiation dispute or unresolved issues regarding such requested additional data storage and Administration and/or processing capability before any appropriate court, any federal or state regulatory agency, or any other governmental body.  
5.2.3
In addition to and without qualifying any other limitation of liability provision contained in this Agreement (including without limitation this Appendix), if Customer does not provide AT&T-11STATE with reliable forecast information, AT&T-11STATE shall not be liable for any service degradation that may occur, including without limitation, loss of service. 
5.3
Customer is responsible for all line records for which Customer is the Account Owner.  This includes all data, data Administration, line records that Customer creates, and/or line records that are transferred to Customer as a result of Customer becoming the provider of local service to the 271LS End User(s) associated with such line records.

5.4
Customer will Administer its data in AT&T-11STATE’s LIDB in such a manner that accuracy of response information and consistency of available data contained within LIDB and/or CNAM Database are not adversely impacted.  Customer’s Administrative responsibilities include, but are not limited to:

5.4.1
Populating all Standard Data Elements defined for AT&T-11STATE’s LIDB and/or CNAM Database.

5.4.2
Deleting line records from AT&T-11STATE’s LIDB and/or CNAM Database when Customer migrates such line records from an AT&T-11STATE’s LIDB and/or CNAM Database to another Database unless Customer otherwise arranges with AT&T-11STATE to delete such records on Customer’s behalf.

5.4.3
Deleting line records from AT&T-11STATE’s LIDB associated with 271LS End Users that disconnect from or otherwise leave Customer’s service.

5.4.4
If Customer resells the local services associated with its line records to a third party, and those line records remain in an AT&T-11STATE’s LIDB and/or CNAM Database, Customer will Administer those records through the electronic interfaces AT&T-11STATE offers in Section 4 of this Agreement, so that companies Querying AT&T-11STATE’s LIDB and/or CNAM Database will receive correct and current information regarding the reseller’s identity and the services the reseller provides to its subscribers.

5.4.5
Customer will create its line records as soon as possible, but in no event later than twenty-four (24) hours of providing the 271LS End User with dial tone.

5.4.6
Customer will delete its line records as soon as possible, but in no event later than twenty-four (24) hours of the 271LS End User’s disconnection (including when 271LS End User leaves Customer for another local service provider).   
5.5
Customer will use the same electronic interface(s) for all accounts that use the same NECA, Inc. company code.

5.6
AT&T-11STATE will provide the capability needed to perform Query/Response functions on a call-by-call basis for Customer’s line records residing in an AT&T-11STATE LIDB.

5.7
With respect to all matters covered by this Agreement, each Party shall adopt and comply with AT&T-11STATE’s standard operating methods and procedures and shall observe the rules and regulations that cover the administration of the LIDB SMS and the fraud monitoring system, as set forth in AT&T-11STATE practices.  The Parties acknowledge that AT&T-11STATE may change those practices from time to time.  Such changes will be made available to Customer in a timely manner.

5.8
Administration of the SCP on which LIDB and/or CNAM Database resides, as well as any system or Query processing logic that applies to all data resident on an AT&T-11STATE’s LIDB and/or CNAM Database is the responsibility of AT&T-11STATE.  Customer acknowledges and agrees that AT&T-11STATE, in its role as system administrator, may need to access any record in LIDB and/or CNAM Database, including any such records Administered by Customer over unbundled electronic interfaces. AT&T-11STATE will limit such access to those actions necessary, in its reasonable judgment, to ensure the successful operation and Administration of AT&T-11STATE’s SCP, LIDB, and/or CNAM Database.

5.9
AT&T-11STATE will, at its sole discretion, allow or negotiate any and all access to an AT&T-11STATE’s LIDB and/or CNAM Database for all Query-types supported by these Databases.  Customer does not gain any ability, by virtue of this Appendix or any other provision of the Agreement, to determine which companies are allowed to access information in an AT&T-11STATE’s LIDB and/or CNAM Database.  Customer acknowledges that when AT&T-11STATE allows an entity to access AT&T-11STATE’s LIDB and/or CNAM Database, such Query originators will also have access to Customer’s data that is also stored in such AT&T-11STATE’s LIDB and/or CNAM Database unless Customer otherwise invokes Level 2 Data Screening.

5.10
The following applies only to AT&T SOUTHWEST REGION 5-STATE
5.10.1
If Customer provisions its local services using 271LS and does so by issuing Local Service Requests (LSRs) to AT&T SOUTHWEST REGION 5-STATE, Customer will identify, through a registration form or ballot, how Customer’s line records will be created, transferred and/or Administered on an ongoing basis prior to issuing any LSR.  If Customer is already issuing LSRs, the requirements of this Section will only be applicable if Customer desires to modify how its line records will be created, transferred, and/or Administered.

5.10.2
If Customer is a competitive local exchange carrier that has arranged to have LIDB records transferred to its ownership related to the migration of the associated End Users to 271LS, without changes to the previous local service provider’s end user information, such transfers will include all end user information, including calling card account information.  Customer will confirm that all LIDB data elements for such line records are correct by making a subsequent update to the record that changes the value of the record status indicator to stable.  If Customer does not set the record status indicator to a stable value, the record will be deemed abandoned and AT&T SOUTHWEST REGION 5-STATE may delete the record as follows:

5.10.2.1
On the seventh day following transfer of ownership, AT&T SOUTHWEST REGION 5-STATE may change all billing options to deny values;

5.10.2.2
On the twenty-first (21st) day following transfer of ownership, AT&T SOUTHWEST REGION 5-STATE may delete the line record; and

5.10.2.3
For purposes of calculating the seventh and twenty-first day, AT&T SOUTHWEST REGION 5-STATE will count the day of the line record's ownership transfer as zero.

5.11
LIDB Data Screening

5.11.1
AT&T-11STATE is responsible for initiating, modifying, or deactivating Level 1 Data screening.  Customer is responsible for initiating, modifying, or deactivating Level 2 Data Screening.  LIDB Data Screening applies to all query traffic that uses the same Originating Point Code.

5.11.2
Customer will use an interface designated by AT&T-11STATE to notify AT&T-11STATE of Customer’s Level 2 Data Screening requests.  AT&T-11STATE will accept such blocking requests from Customer only from Customer’s authorized source, as identified through passwords or other authorization process(es) designated by AT&T-11STATE.

5.11.3
Customer will Administer its LIDB Data Screening Requests according to methods and procedures developed by AT&T-11STATE which the Parties agree AT&T-11STATE may change from time to time at its sole discretion.  The Parties will work cooperatively to administer Customer’s Level 2 Data Screening in a timely and efficient manner.

5.11.4
If an entity with appropriate jurisdictional authority determines that AT&T-11STATE cannot offer Level 2 Data Screening and/or determines that AT&T-11STATE cannot comply with Customer’s request for Level 2 Data Screening, the Parties agree that AT&T-11STATE will not abide by Customer’s requests for such Data Screening and AT&T-11STATE will not have any liability to Customer for not providing such Data Screening.

5.11.5
If Customer, or Customer’s affiliate(s), also originate Queries to AT&T-11STATE’s LIDB(s) and Customer and/or Customer’s affiliate(s) has obtained a ruling from a regulatory or judicial entity having appropriate authority, that its Queries cannot be screened from the data of any or all Account Owner(s) in AT&T-11STATE’s LIDB, Customer may not request Level 2 Data Screening to limit or restrict its data to any or all Query originators.  If Customer has already obtained Level 2 Data Screening prior to its or its affiliate obtaining such regulatory or judicial ban, the Parties agree that AT&T-11STATE can remove any prior Level 2 Data Screening that Customer has received.

5.11.6
LIDB Data Screening is a capability of a LIDB and can apply only to CNAM information when such information is part of a LIDB rather than a stand-alone CNAM Database.

5.11.7
Customer is responsible for addressing all disputes (whether formal or informal) regarding its decision to deploy or not deploy Level 2 Data Screening with Query originators.  Customer agrees that, based upon a request from a Query originator, AT&T-11STATE will identify to such Query originator the presence of Level 2 Data Screening.

5.11.8
Customer understands that AT&T-11STATE may offer a reverse form of LIDB Data Screening to Query originators that allow such originators to limit or deny the data they receive from AT&T-11STATE’s LIDB on an Account Owner basis.  Customer further understands that where available, AT&T-11STATE will honor such requests from Query originators.

5.12
GetData and Custom Data Elements

5.12.1
The Parties will work together for the efficient creation and administration of Customer’s Custom Data Elements as set forth following:

5.12.2
AT&T-11STATE will establish all Assignment Authorities and Custom IDs for all Account Owners for all Custom Data Elements.

5.12.3
Customer will confirm to AT&T-11STATE’s SMS administrators that Customer has established processes or procedures that will maintain the accuracy, consistency, and timeliness of the Custom Data Elements Customer requests to create.  AT&T-11STATE will, upon request, work with Customer to recommend processes and procedures that may assist Customer in its efforts.  To the extent that any new process or procedure will result in changes to AT&T-11STATE’s SMS or its interfaces, such changes will be done pursuant to the BFR Process.

5.12.4
Customer will abide by AT&T-11STATE methods and procedures for creating Custom Data Elements.

5.12.5
Customer will Administer all Custom Data Elements it creates through the same data administration interface it uses to Administer its Standard Data Elements.

5.12.6
The Parties agree that all Custom Data Elements are the proprietary property of the Account Owner associated with the Custom Data Element.  Customer will not ask for, and AT&T-11STATE will not provide, Customer with a list of other Account Owners’ Custom Data Elements.

5.12.7
Customer will not create a Custom Data Element when a Standard Data Element has already been deployed on AT&T-11STATE’s LIDB.  If Customer has created a Custom Data Element and a Standard Data Element is subsequently deployed on AT&T-11STATE’s LIDB for the same Data Element, Customer will convert its Custom Data Element to a Standard Data Element.  The Parties will work cooperatively to effect such conversion as quickly as possible.

6.
BILLING

6.1
Customer acknowledges that many different companies, including AT&T-12STATE, query Customer’s LIDB information to determine the eligibility of Customer’s 271LS End Users to receive or generate charges.  Therefore, when a LIDB Response identifies that Customer’s 271LS End User has decided in advance to accept charges received or generated on its account, but the 271LS End User refuses to pay for such charges, Customer will Administer the 271LS End User’s line record such that the line record identifies blocks for such charges.  Also, for accounts that Customer identifies as being able to receive or generate charges, Customer will provide for billing as set forth in either Section 6.1.1 or 6.1.2 of this Agreement.

6.1.1
Customer will bill the appropriate charges to its 271LS End Users, on behalf of AT&T-122STATE or a third party.

6.1.2
Customer will provide to AT&T-12STATE or the third party all necessary billing information needed by AT&T-12STATE or the third party to bill the 271LS End User directly.

6.2
Customer understands that if Customer chooses the option set forth in Section 6.1.2 of this Appendix, other providers, including AT&T-12STATE, may choose to deny services to Customer’s subscribers.

7.
PRICING

7.1
Except for the creation of customized capabilities such as Custom Data Elements, if any, there are no additional charges for data storage and Administration through the interfaces described above in this Agreement.  Pricing for requests to create such customized capabilities that require the addition of hardware and/or software (including, where applicable, changes to LSR Processing) will be separately negotiated.    
8.
MISCELLANEOUS
8.1
Customer will place orders under this Appendix through its account manager.

8.2
Notwithstanding anything to the contrary in this Agreement, if legal or regulatory decisions or rules compel AT&T-11STATE or Customer to terminate the Agreement, AT&T-11STATE and Customer shall have no liability to the other in connection with such termination.   
8.3
In the event of termination or expiration of the Agreement or this Appendix, Sections 8.3, 9, 10, and 11 shall survive such termination or expiration.

8.4
Either Party may assign and transfer this Appendix to any parent, subsidiary, successor, or affiliated company without the prior written consent of the other Party.

9.
CONFIDENTIALITY

9.1
In addition to GT&C Confidentiality Section, Non-Disclosure, of the Agreement, both Parties agree to limit their use of carrier proprietary information customer and proprietary network information received from the other in accordance with the provisions of Sections 222(a) and (b) of the Act.  
 9.2
Customer shall comply with all applicable requirements of 47 U.S.C. § 222 (and implementing FCC decisions thereunder), and, where accessing CPNI or CARRIER proprietary information via Get Data, Customer agrees to indemnify, defend and hold AT&T-11STATE harmless against any claim made by an person, including any End User or governmental entity against AT&T-11STATE. 
10.
LIMITATION OF LIABILITY
10.1
This Section is in addition to other applicable limitations of liability and indemnification provisions set forth elsewhere in the Agreement, including without limitation Attachment 271LS.

10.2
In no event shall AT&T-12STATE have any liability for system outage or inaccessibility, or for losses arising from the authorized or unauthorized use of any data obtained hereunder by any entity.

10.3
AT&T-12STATE will not be liable for any damages resulting from or arising out of Customer's failure to provide forecast information as set forth in Section 5 of this Agreement.

10.4
AT&T-11STATE is furnishing access to its Databases to facilitate Customer’s provision of services and capabilities authorized under this Appendix, but not to ensure against the risk of call non-completion. or to ensure the successful provision of any service or capability. LIDB and/or CNAM data is the product of routine business service order activity, End User contact, and/or fraud investigations.  LIDB AND/OR Calling name information provided to CUSTOMER by AT&T-12STATE hereunder shall be provided “AS is”.  AT&T-12STATE makes no warranty, express or implied, regarding the accuracy or completeness of the LIDB AND/OR calling name information regardless of whose LIDB AND/OR calling name information is provided; provided, however, that AT&T-12STATE shall use commercially reasonable efforts to provide CUSTOMER with accurate and complete data regarding AT&T-12StATE retail end users.  in addition to any other limitations of liability set forth elsewhere in the agreement, AT&T-12STATE shall not be held liable for any liability, claims, damages or actions including attorneys’ fees.
11.
DISCLAIMER OF WARRANTIES 
11.1
IN ADDITION TO ANY DISCLAIMER OF WARRANTIES APPLICABLE TO THE AGREEMENT, WITH RESPECT TO THIS APPENDIX, AT&T-12STATE MAKES NO REPRESENTATIONS OR WARRANTIES EXPRESS OR IMPLIED, INCLUDING BUT NOT LIMITED TO ANY WARRANTY AS TO MERCHANTABILITY OR FITNESS FOR INTENDED OR PARTICULAR PURPOSE WITH RESPECT TO THE SERVICES OR PRODUCTS IT PROVIDES UNDER THIS AGREEMENT OR THAT ARE CONTEMPLATED TO BE PROVIDED UNDER THIS AGREEMENT.  ADDITIONALLY, AT&T-12STATE ASSUMES NO RESPONSIBILITY WITH REGARD TO THE CORRECTNESS OF THE DATA SUPPLIED BY CUSTOMER WHEN THIS DATA IS ACCESSED AND USED BY ANY PARTY, INCLUDING WITHOUT LIMITATION, A THIRD PARTY.
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